Unofficial Comment Form

Project 2021-03 CIP-002 Transmission Owner Control Centers

**Do not** use this form for submitting comments. Use the [Standards Balloting and Commenting System (SBS)](https://sbs.nerc.net/) to submit comments on the **two posted standard authorization requests (SARs) for Project 2021-03 CIP-002** by **8 p.m. Eastern, Wednesday, December 21, 2022.   
m. Eastern, Thursday, August 20, 2015**

Additional information is available on the [project page](https://www.nerc.com/pa/Stand/Pages/Project%202021-03%20CIP-002%20Transmission%20Owner%20Control%20Centers.aspx). If you have questions, contact Senior Standards Developer, [Jordan Mallory](mailto:jordan.mallory@nerc.net) (via email), or at 470-373-3381.

## Background Information

NERC Project 2021-03 CIP-002 Transmission Owner Control Centers received two additional SARs. They are outlined below.

**CIP-002 and CIP-014 SAR – Accepted by the Standards Committee on July 21, 2021**

The purpose of the CIP-002 and CIP-014 SAR is to clarify the responsibility of Reliability Coordinators, Planning Coordinators and Transmission Planners in identifying Facilities that warrant consideration under these Reliability Standards. As it relates to the Transmission Planner and Planning Coordinator functions, the language “critical to the derivation of Interconnection Reliability Operating Limits (IROLs)” should be replaced/updated to appropriately identify Facilities that, if somehow compromised, could significantly impact the reliability of the Bulk Electric System (BES). Additionally this project will review the applicability of Facilities identified by the Reliability Coordinator as critical to the derivation of IROLs to CIP-002 and CIP-014.

**Modifications to CIP-002 SAR – Accepted by the Standards Committee on February 16, 2022**

The purpose of the Modifications to CIP-002 SAR is to ensure that all BES Cyber Systems’ associated Cyber Assets are identified for the application of cyber security requirements commensurate with the adverse impact that loss, compromise, or misuse of those Cyber Assets could have on the reliable operation of the BES. Identification and categorization of these Cyber Assets supports appropriate protection against compromises. Without an accurate inventory of associated Cyber Assets, registered entities may fail to deploy appropriate controls to these Cyber Assets, which may lead to misoperation or instability in the BES.

## Questions

1. Do you agree with the proposed scope as described in the CIP-002 and CIP-014 SAR? If you do not agree, or if you agree but have comments or suggestions for the project scope please provide your recommendation and explanation.

Yes

No

Comments:

1. Do you agree with the proposed scope as described in the modifications to CIP-002 SAR? If you do not agree, or if you agree but have comments or suggestions for the project scope please provide your recommendation and explanation.

Yes

No

Comments:

1. Provide any additional comments for the drafting team to consider, if desired.

Comments: