Strawman to address technical feasibility
The Responsible Entity may invoke a technical feasibility exception to a Requirement based on the Responsible Entity’s determination that any of the following conditions apply: 

· The Requirement poses a risk to the reliability of the Bulk-Power System 

· The Requirement creates a significant adverse operational and/or safety impact
· The Requirement specifies mechanisms or functions that are not technically possible for a Cyber Asset to support
The Responsible Entity shall document all technical feasibility exceptions in an Exception Plan provided to the ERO and Regional Entity containing:

· A justification why the technical feasibility exception is necessary

· Compensating controls or mitigation steps to meet the intent of and provide a comparable level of security to the Requirement 
· A plan of action, milestones, and schedule for implementing the compensating controls or mitigation steps 

The Exception Plan must be approved annually by the Responsibility Entity senior manager.  
The Exception Plan must be approved annually by the Regional Entity or the ERO if there is no applicable Regional Entity.
The ERO must annually audit compliance with the Exception Plan and provide FERC with an annual high-level, wide-area analysis regarding the effects of all exceptions on the reliability of the Bulk-Power System.
Possible placement of the language is within the A. Introduction section of each standard – possibly a new 5.  Effective Date would then be 6.

