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	P4T2 Template

	Title
	System Coordination/Operational Security Information
	
	System Coordination/Operational Security Information

	Purpose
	To establish a standard for information sharing between Transmission Operators and Reliability Coordinators

	
	To establish a standard that each Control Area or other Operating Authority shall provide its Reliability Coordinator (RC) with operating data that the Reliability Coordinator requires to monitor system conditions within the Reliability Coordinator Area.

	Effective Date
	
	
	April 2, 2004

	Applicability
	Transmission Operators, Reliability Coordinators and Purchasing and Selling Entities
	
	Control Areas and other Entities Responsible for the Reliability of the Interconnected System (ERRIS).

	Requirements
	R1 - Each Transmission Operator shall provide its Reliability Coordinator (RC) with operating data that the Reliability Coordinator requires to monitor system conditions within the Reliability Coordinator Area.  

(The RC will identify the data requirements from the list in Policy 4, Appendix 4B.  The RC will identify any additional operating information requirements, relating to operation of the bulk power system and also, which data must be provided electronically.)

R2 - The Electric System Security Data referred to in this Policy and received over the Interregional Security Network shall be used only for operational security analysis and shall not be made available to nor used by Purchasing-Selling Entities in the wholesale merchant function.

R3 - All recipients of data from the Interregional Security Network (ISN) shall sign the NERC Confidentiality Agreement for Electric System Security Data. [Appendix 4B, Section B, “Confidentiality Agreement for Electric System Security Data”]

R4 - Upon request, Reliability Coordinators shall, via the ISN, exchange with each other Electric Security Data that is necessary to allow the Reliability Coordinators to perform their operational security assessments and coordinate their reliable operations.

(Reliability Coordinators shall share with each other the types of data as listed in Appendix 4B, “Electric System Security Data, Section A, Electric System Security Data”, unless otherwise agreed to.)

R5- Upon request, Each Control Area and other entities shall provide to Control Areas and other entities with immediate responsibility for operational security, the Electric Security Data that is necessary to allow the Control Area or other such entity to perform its operational security assessment and to coordinate reliable operations.

(Control Areas and other entities shall provide the types of data as listed in Appendix 4B, “Electric System Security Data, Section A, Electric System Security Data”, unless otherwise agreed to by the Control Areas and other entities with immediate responsibility for operational security.)

R6- Purchasing-Selling Entities shall provide information as requested by their host control areas to enable these control areas to conduct operational security assessments and coordinate reliable operations.


	
	Each Control Area or other Operating Authority shall provide its Reliability Coordinator (RC) with operating data that the Reliability Coordinator requires to monitor system conditions within the Reliability Coordinator Area.  

The RC will identify the data requirements from the list in Policy 4, Appendix 4B.  The RC will identify any additional operating information requirements, relating to operation of the bulk power system and also, which data must be provided electronically.



	Measures
	The Transmission Operator will be reviewed to ensure that they are providing the Reliability Coordinator with the information required, within the time intervals specified therein, and in a format agreed upon by the Reliability Coordinator.

R2-6 NOT SPECIFIED
	
	The Control Area or Operating Authority will be reviewed to ensure that they are providing the Reliability Coordinator with the information required, within the time intervals specified therein, and in a format agreed upon by the Reliability Coordinator.



	Regional Differences
	
	
	

	Compliance Monitoring Process
	R1 -Periodic Review: The Transmission Operator will be selected for operational reviews at least every three years

R1- Self-Certification: Each Transmission Operator shall annually self-certify compliance to the measures as required by its RRC. 

R2-6 NOT SPECIFIED 


	
	Periodic Review: The Control Area or Operating Authority will be selected for operational reviews at least every three years

Self-Certification: Each Control Area or other ERRIS shall annually self-certify compliance to the measures as required by its RRC. 



	Full Compliance


	R1-The Transmission Operator meets 100% compliance when they provide the Reliability Coordinator with the information required, within the time intervals specified therein, and in a format agreed upon by the Reliability Coordinator.

R2-6 NOT SPECIFIED


	
	The Control Area or Operating Authority meets 100% compliance when they provide the Reliability Coordinator with the information required, within the time intervals specified therein, and in a format agreed upon by the Reliability Coordinator.



	Levels of Non Compliance


	R1- Level 1 — The Control Area or Operating Authority is providing the Reliability Coordinator with the data required, in specified time intervals and format, but there are problems with consistency of delivery identified in the measuring process that need remedy (e.g., the data is not supplied consistently due to equipment malfunctions, or scaling is incorrect).

Level 2 — N/A

Level 3 — N/A

Level 4 — The Control Area or Operating Authority is not providing the Reliability Coordinator with data having the specified content, or time interval reporting, or format. The information missing is included in the RC’s list of data. 

R2-6 NOT SPECIFIED 
	
	Level 1 — The Control Area or Operating Authority is providing the Reliability Coordinator with the data required, in specified time intervals and format, but there are problems with consistency of delivery identified in the measuring process that need remedy (e.g., the data is not supplied consistently due to equipment malfunctions, or scaling is incorrect).

Level 2 — N/A

Level 3 — N/A

Level 4 — The Control Area or Operating Authority is not providing the Reliability Coordinator with data having the specified content, or time interval reporting, or format. The information missing is included in the RC’s list of data. 




Compliance Template information not included in this template
Compliance Reset Period: One year without a violation from the time of the violation.

Data Retention Period: N/A

Monitoring Period: One calendar year

Policy information not included in this template
